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ABSTRACT 
 

The rate of Blockchain technology adoption is on the increase as seen in the cryptocurrency and 

Distributed Finance (DiFi) domain. The technology is also attracting lots of attention in many other 

application areas including the electronic voting(e-voting) system. The electronic voting system is 

an interesting use case for blockchain technology because critical problems within that space, 

specifically, the integrity of voting data, the secrecy of the ballot, and a single point of failure can 

be tackled with the technology. However, the scalability and latency of the blockchain network 

are two major challenges. This research, therefore, evolves a scalable, latency-improved 

blockchain implementation model for a Nation-Wide Electronic Voting System. The model is 

validated by a series of procedures: firstly, data collection, which involves observations, 

interviews, and the use of secondary data sources. The interview involved five Independent 

National Electoral Commission (INEC) personnel from the voters' education department and the 

Information and Communication Technology unit. Secondly, the model was designed using a 

combination of algorithm, software tools, and design decisions. The design decisions were built 

on the result of the analysis of four major blockchain networks (Bitcoin, Ethereum, Litecoin, and 

Dogecoin). Thirdly, the model implementation which is made of the steps taken to develop the 

proposed model. The implementation method includes setting up the node, creating a private 

blockchain network, creating a distributed application (DAPP) and the smart contract deployment. 

The Ethereum Virtual Machine, Solidity, and MongoDB were used to implement the model. The 

fourth procedure is the evaluation of the model performance from scalability, latency, and usability 

standpoints. The result from the latency evaluation showed a 99.36 percent improvement on the 

existing blockchain-based e-voting system; the scalability result shows the proposed model takes 

an average of 2.6 minutes to spin up a new node; the System Usability Scale (SUS) result shows 

a usability perception of 76 percent which is above average. The model therefore serves as a novel 

contribution to the application of blockchain technology to large scale e-voting like national 

election. 

Keywords: Blockchain, Election Results Integrity. Electronic Voting System, INEC, Latency, 
Scalability. 
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