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ABSTRACT 

Birth registration is a fundamental right for children, but approximately 237 million children 

below the age of 5 lack proper documentation, making them vulnerable to identity theft, 

newborn swapping, and child abduction. Traditional birth certificates are not reliable as they 

can be falsified or stolen. To address this issue, biometric birth registration, specifically using 

fingerprints, offers a digital identity that can last a lifetime. While other biometric traits like 

face, iris, palmprint, and footprint have been explored, fingerprints are the most widely 

accepted due to their ubiquity, ease of acquisition and widespread acceptance. However, 

challenges in infant fingerprint recognition include intra-class variation, the need for robust 

algorithms for low-resolution fingerprint images, and a lack of publicly available demographic 

infant fingerprint datasets. Therefore, this study aims to create a relevant dataset of infant 

fingerprints and develop a multi-instance contingent fusion algorithm to verify these 

fingerprints. The study involved obtaining fingerprints from 250 infants aged 1 day to 10 

months using a fingerprint reader with a resolution of 500 ppi. The acquired fingerprints were 

pre-processed, and minutiae features were extracted using the MINDTCT algorithm. The 

extracted features of the enrolment and query fingerprints were compared using the 

BOZORTH3 matching algorithm, and a match score was obtained. This match score was 

compared to a threshold, with scores below the threshold resulting in the rejection of the infant's 

identity and scores above the threshold accepting it. The multi-instance contingent fusion 

algorithm was developed to accommodate situations where a baby's identity cannot be verified 

with one finger. It allows for verifying the baby's identity using a second finger. If both fingers 

fail to verify the identity, the match scores from both fingers are fused and compared to a 

predetermined threshold. The infant's identity is considered genuine if the fused score surpasses 

the threshold. Conversely, the baby's identity is only denied if the fused score falls below the 

threshold. The uniqueness of contingent fusion is that the match scores are only fused when 

neither of the two fingers can verify the infant's identity, thereby reducing computational 

complexity. The results show that for infants between 0 – 3 months old at the time of enrolment, 

without the multi-instance contingent fusion algorithm, the system generated verification 

accuracies of 34.1%, 35.71% and 11.9% for time-lapses of 1 month, 3 months and 6 months 

respectively, between enrolment and query fingerprints while the multi-instance contingent 

fusion algorithm generated verification accuracies of 73.8%, 69.05% and 57.14% for time 

lapses of 1 month, 3 months and 6 months respectively, between enrolment and query 

fingerprints. In conclusion, a dataset of infant fingerprints with a resolution of 500 ppi was 

developed, and the identities of babies older than 6 months were successfully verified with the 

fingerprint images acquired when they were younger than 6 months by employing the 

developed multi-instance contingent fusion algorithm. Longitudinal acquisition of infant 

fingerprint images and the inclusion of ancillary information, like gender and ethnicity, are 

therefore recommended to improve the accuracy of the verification system. 

 

 

 

Keywords: contingent fusion, digital identity, infant fingerprint dataset, intra-class variation 

         


