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Abstract 



It is usually a challenging task predicting violent crime occurrences in space 
and time. Huge dataset are needed for accurate prediction of future violent 
crime occurrence, which in most cases were subjected to artificial intelligence 
or statistical methods. Most studies from literature adopted data mining 
techniques for violent crime prediction with some inherent limitation of 
accuracy as one of the gaps that needed to be filled. The study applied 
support vector machine model on the six different historical violent crime 
dataset gathered between July 2016 and July 2019 from Nigeria Police Lagos 
headquarter to predict spatio-temporal occurrences of violent crime in the 
state. The six different violent crime dataset used for the study are: armed 
robbery, rape, kidnapping, assault, murder and manslaughter. The dataset 
was preprocessed and fed into the support vector machine model built in 
Watson machine learning studio using python as a programming language. 
The model returned 82.12% prediction accuracy, which is assumed to be 
good enough for any prediction system. This result was evaluated using 
confusion matric, and tested against some results from literature, and was 
found to out-perform some machine learning models used in the previous 
studies. Based on this empirical study, the police authority could adopt this 
model to strengthen violent crime prevention strategies in order to mitigate 
violent crime occurrences in Lagos state, Nigeria. 
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